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Abstract of the contribution: Proposes updates to the description of NEF
1
Discussion
The NEF function has a role in exposing network functions and information to external AS’s and PLMN internal AF’s and NF’s. In each of these roles, different capabilities are required. There may be one or more NEF instances in a PLMN or slice, each of which may only support a subset of the roles and capabilities.

Example capabilities of a NEF is exposure of information from the network (monitoring capability), receiving information from the AF/AS (provisioning capability) and interaction with network session management for traffic routing.
NEF receives information from other network functions and re-exposes this to other network functions. NEF leverages service based interfaces to other network functions e.g. for PDU session management interaction.
This contribution aims at clarifying the various roles and the individual capabilities in each of these.
Note: We expect that the modelling and interactions between UDR, UDM, PCF and NEF will be discussed in other agenda items and the highlighted text may need adjustment to align with the outcome of thoose discussions.
2
Proposed modification

It is proposed to modify TS 23.501 as follows:

* * * * Start Change * * *.*
5.20
External Exposure of Network Capability

The Network Exposure Function (NEF) supports external exposure of capabilities of network functions. External exposure can be categorized as Monitoring capability, Provisioning capability, and Policy/Charging capability. The Monitoring capability is for monitoring of specific event for UE in 5G system and making such monitoring events information available for external exposure via the NEF. The Provisioning capability is for allowing external party to provision of information which can be used for the UE in 5G system. The Policy/Charging capability is for handling, influence on traffic routing and processing, Resource management of background data transfer, support of setting up an AS session with requested QoS and change of chargeable party for the UE based on the request from external party in collaboration with PCF. The last 3 capabilities are described in 3GPP TS 23.682 [x].

Monitoring capability is comprised of means that allow the identification of the 5G network control or user plane function suitable for configuring the specific monitoring events, detect the monitoring event, and report the monitoring event to the authorised external party. Monitoring capability may include exposing of UE- and Session related events. UE monitoring events is for example covering mobility management context such as UE location, reachability, roaming status, and loss of connectivity.

Provisioning capability is comprised of means that allow the identification of the 5G network function responsible for adopting the provisioning information from the external party, receive the provisioning information, and use the provisioning information for the UE. Provisioning capability can be used for the mobility management and session management of the UE. For the mobility management of the UE, Mobility Pattern can be provisioned. For the session management of the UE, communication pattern can be provisioned such as periodic communication time, communication duration time, and scheduled communication time.

Policy/Charging capability is comprised of means that allow the request for session and charging policy, enforce QoS policy, and apply accounting functionality. It can be used for specific QoS/priority handling for the session of the UE, and for setting applicable charging party or charging rate.

* * * * End Change * * *.*
* * * * Start Change * * *.*
6.2.5
NEF

The Network Exposure Function (NEF) supports the following functionality:

-
External exposure of services, capabilities and structured data: It provides a means to securely expose the services and capabilities provided by 3GPP network functions for e.g 3rd party, exposure/re-exposure, Application Functions, Edge Computing as described in clause 5.13. In addition, it provides a means for the Application Functions to securely provide information to 3GPP network, e.g. Mobility Pattern, communication pattern, and for interacting with PDU Session Management through Policy and Charging services to influence traffic routing. In these cases the NEF may authenticate, authorize and throttle the Application Functions.

-
If needed, it translates between information exchanged with the external AF and information exchanged with the internal network function. For example, it translates between an AF-Service-Identifier and internal 5G Core information such as DNN, S-NSSAI, as described in clause 5.6.7.
-     In particular, Network Exposure Function handles masking of network and user sensitive information to external AF’s according to the network policy. It shall also protect the network from malicious usage by AF by providing functions such as throttling the AF service requests, translate to internal format, if needed, and provide unintended privacy leakage avoidance.
-
Internal exposure of Structured Data and services for internal AF traffic routing, policy, etc.: The Network Exposure Function receives information from other network functions (based on exposed capabilities of other network functions). It may implement a Front End (NEF FE) to store and retrieve the received information as structured data using a standardized interface to a Unified Data Repository (UDR) (interface to be defined by 3GPP). The stored information can be accessed and "re-exposed" by the NEF or a NEF FE to other network functions and Application Functions, and used for other purposes such as analytics.
NOTE:
The NEF can access the UDR located in the same PLMN as the NEF.
The services provided by the NEF are event exposures as specified in clause 7.2.8.
The NEF supports two main roles:

· External Exposure and Internal Exposure as seen from PLMN.

In each of these roles, the NEF can offer service based interfaces for all or a subset of the functionality described above. 
A specific NEF instance may support a subset of roles and the associated capabilities e.g. a NEF supporting internal exposure does not ned to support the functionality specific to external exposure.
* * * * End Change * * *.*
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